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La séance est ouverte a 16 heures 30.
Présidence de M. Florent Boudié, président.

La commission examine la recevabilité de la proposition de résolution tendant a la
création d’une commission d’enquéte sur les dépendances structurelles et les vulnérabilités
systémiques dans le secteur du numérique et les risques pour l'indépendance de la France
(n° 2245) (M. Philippe Latombe, rapporteur).

M. le président Florent Boudié. Nous examinons la recevabilité de la proposition de
résolution tendant a la création d’une commission d’enquéte sur les dépendances structurelles
et les vulnérabilités systémiques dans le secteur du numérique et les risques pour
I’indépendance de la France, selon le choix du groupe Ecologiste et social (EcoS) dans le cadre
de son droit de tirage.

L’article 141 du réglement dispose que « chaque président de groupe d’opposition ou
de groupe minoritaire obtient, de droit, une fois par session ordinaire, a 1’exception de celle
précédant le renouvellement de 1’Assemblée, la création d’une commission d’enquéte
satisfaisant aux conditions fixées par les articles 137 a 139 ».

Nous devons nous borner a vérifier les conditions de recevabilité de la commission
d’enquéte sans nous prononcer sur son opportunité. A cet effet, nous avons désigné comme
rapporteur M. Philippe Latombe.

M. Philippe Latombe (Dem). Lors de la conférence des présidents du 16 décembre
dernier, la présidente du groupe Ecologiste et social, Mme Cyrielle Chatelain, a annoncé vouloir
activer le droit de tirage dont elle dispose.

Il revient a notre commission d’examiner la recevabilité de la proposition de résolution
déposée a cet effet, au regard de trois critéres déterminés par le réglement de 1’Assemblée
nationale. Dans le cadre d’un droit de tirage, il ne nous appartient pas de nous prononcer sur
I’opportunité de cette création et nous ne pouvons amender le texte.

La proposition de résolution tendant a la création d’'une commission d’enquéte doit
déterminer de facon précise soit les faits donnant lieu a enquéte, soit les services ou entreprises
publics dont la commission d’enquéte doit examiner la gestion ; ne pas porter sur le méme objet
que des travaux d’enquéte ayant rendu leurs conclusions dans les douze mois précédents ; ne
pas porter sur des faits qui font I’objet de poursuites judiciaires en cours.

Le premier critere impose de déterminer précisément le champ de la commission
d’enquéte. La proposition de résolution énumere neuf items, qui serviraient de trame aux
travaux ; ils me semblent pouvoir étre regroupés autour de trois axes : I’é¢tude des vulnérabilités
de la France en matiére numérique, 1’évaluation de la capacité de notre pays a assurer sa
souveraineté numérique et les enjeux liés a la protection des données des citoyens frangais.

Ce champ est particuliérement large et I’exposé des motifs de la proposition de
résolution évoque a la fois les cyberattaques d’ampleur menées par des acteurs privés, les actes
d’ingérence et les outils de surveillance de masse déployés par des Etats hostiles, les stratégies
développées par les grandes entreprises du numérique et les enjeux liés a la Iégislation
européenne du numérique. Pour mémoire, en 2023, notre assemblée avait consacré une
commission d’enquéte au seul sujet des ingérences étrangeres.
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La commission d’enquéte envisagée concerne un nombre d’acteurs potentiellement
considérable, parmi lesquels I’ensemble des administrations de ’Etat, de la sécurité sociale et
des collectivités territoriales, de méme que de nombreuses entreprises francaises et étrangeres,
des lors qu’elles proposent des outils numériques utilisés en France ou qu’elles gérent des
infrastructures sensibles ou un volume important de données de clients francais.

Or la détermination précise du champ d’une commission d’enquéte est le corollaire
indispensable du temps contraint dont elle dispose. Les contraintes liées au lancement des
travaux et a la remise du rapport réduisent son temps utile a moins de six mois ; de plus, une
suspension des travaux de trois semaines est prévue a 1’occasion des €lections municipales. La
commission d’enquéte devra donc veiller & établir un programme de travail réaliste. Sous cette
réserve, il me semble que la proposition de résolution du groupe Ecologiste et social respecte
le premier critére de recevabilité.

Apres étude des différents travaux d’enquéte menés au cours de I’année écoulée, il
m’apparait que le deuxiéme critere est également respecté.

Le troisieme et dernier critére impose I’absence de poursuites judiciaires en cours sur
les faits ayant motivé le dépot de la proposition. Afin d’en vérifier le respect, la présidente de
I’ Assemblée nationale a saisi le garde des sceaux, qui a répondu par un courrier en date du
12 janvier 2026 indiquant que le périmétre envisagé pour la commission d’enquéte est
« susceptible de recouvrir des procédures en cours sur des faits ayant motivé le dépdt de la
proposition ». Eu égard a la grande étendue du champ de la commission d’enquéte, une telle
appréciation ne me semble pas étonnante. La commission devra donc veiller a ne pas interférer
avec des procédures judiciaires en cours.

En conclusion, la proposition du groupe Ecologiste et social me parait respecter les
trois critéres de recevabilité qui conditionnent la création d’'une commission d’enquéte, sous la
réserve que j’ai évoquée.

Permettez-moi d’ajouter une remarque personnelle : en 2021, a I’issue d’une mission
d’information dont les travaux ont duré une année entiére, j’ai remis un rapport appelant a
« batir et promouvoir une souveraineté numérique nationale et européenne ». Alors qu’il avait
été remis dans un contexte de crise sanitaire, force est de constater que ses conclusions sont
plus que jamais d’actualité eu égard aux évolutions géopolitiques récentes. L agressivité d’une
administration américaine qui semble déterminee a utiliser toutes les ressources de sa puissance
pour atteindre ses objectifs, notamment sa position dominante dans le secteur numérique, doit
tout particuliérement nous alerter.

Dans ce contexte, il est impératif que I’Europe et la France trouvent les moyens de
garantir leur souveraineté numérique. Le rapport de 2021 formulait soixante-six propositions
destinées a garantir la résilience de nos infrastructures, a faire confiance a nos entreprises
technologiques, a mettre la souveraineté numérique au ceeur de I’action publique et a placer le
citoyen au cceur des politiques numériques. J’espére qu’il pourra guider utilement les travaux
de cette commission d’enquéte.

M. le président Florent Boudié. Nous en venons aux interventions des orateurs des
groupes.
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M. Emeric Salmon (RN). Permettez-moi de commencer par revenir, assez
factuellement, sur la recevabilité de cette proposition de résolution, et de dire ensuite quelques
mots sur le fond du sujet, méme si ce n’est pas 1I’objet de notre réunion.

L’objet de la commission d’enquéte est suffisamment précis : il s’agit d’examiner les
dépendances structurelles de la France dans le domaine numérique, les vulnérabilités qu’elles
entrainent et les risques d’ingérence étrangere qui en découlent. Le périmeétre est large, mais
clairement identifié, ce qui permet de déterminer le champ des travaux a mener.

Ensuite, il n’existe ni commission d’enquéte ni travaux parlementaires ayant porté sur
le méme objet au cours de I'année écoulée.

Enfin, aucune poursuite judiciaire en cours ne fait obstacle a la création de cette
commission d’enquéte. Cela suppose évidemment une vigilance tout au long des travaux, mais
cela ne remet pas en cause la recevabilité de la proposition. Les conditions sont donc remplies
et la proposition de résolution peut étre regardée comme recevable.

Au-dela de ces aspects procéduraux, le sujet abordé mérite une attention particuliere,
parce qu’il touche directement a la souveraineté nationale. Le numérique n’est plus un secteur
parmi d’autres, il est au coeur du fonctionnement de 1’Etat, des collectivités territoriales, des
services publics, de la sécurite, des infrastructures critiques et, donc, de la capacité de la France
a agir de maniére autonome. Les choix numériques ne sont pas neutres, ils engagent notre
indépendance.

Or la France dépend largement de technologies, de logiciels, de matériels et de services
numériques controlés par des acteurs étrangers. Cette dépendance crée des vulnérabilités
structurelles et implique que des décisions prises hors de notre territoire peuvent avoir des
conséquences directes sur le fonctionnement de nos administrations, sur la protection des
données sensibles et sur la continuité des services publics.

Les menaces d’ingérence étrangeére sont réelles et prennent des formes multiples :
pressions économiques, cadres juridiques extraterritoriaux, acces indirect ou contraint aux
données, cyberattaques visant des infrastructures publiques ou stratégiques, stratégies
d’influence menées par des Etats ou des acteurs privés étrangers. Ces menaces ne relévent pas
de I’hypothése, mais de constats régulierement documentés. Dans ce contexte, la question de la
souveraineté numérique est indissociable de celle de la souveraineté nationale. Etre dépendant,
c’est accepter une forme de fragilité, réduire sa capacité de décision et d’action, et eXposer ses
choix politiques, économiques et stratégiques a des influences extérieures.

I1 est 1égitime que le Parlement s’interroge sur 1’état réel de ces dépendances, sur les
risques qu’elles font peser sur la France et sur les moyens de renforcer notre capacité de
résistance aux ingérences étrangéres, a condition que ce travail soit mené de maniére
rigoureuse, ciblée et pragmatique. Nous serons attentifs au périmetre retenu et a la méthode de
travail de cette commission d’enquéte, dont I’efficacité dépendra de sa capacité a se concentrer
sur les enjeux concrets de souveraineté et de sécurité, sans se disperser. C’est a ’aune de cette
exigence que nous apprécierons les travaux qui seront conduits.

En tout état de cause, cette proposition de résolution est recevable et porte sur un sujet
sérieux touchant directement a 1’indépendance et a la souveraineté de la France vis-a-vis des
menaces d’ingérence étrangere.
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M. Paul Midy (EPR). Le groupe Ensemble pour la République constate aussi que les
critéres de recevabilités sont respectes.

Loin de nous opposer a cette commission d’enquéte, nous espérons qu’elle sera utile.
Le probleme de la souveraineté numérique, qui participe a la souveraineté générale, est crucial.
Les défaillances peuvent avoir des impacts sur la défense, sur la démocratie et sur 1’économie.
Nous devons donc identifier les risques pour travailler a nous en protéger. Nous sommes ravis
gue ce constat soit transpartisan.

Evidemment, les menaces sont bien identifiées, depuis plusieurs années, qu’il s’agisse
des cyberattaques, des tentatives d’ingérence, des manipulations de 1’information ou de la
protection des données.

S’il faut encore 1’accélérer, le travail est en cours, comme le montrent la loi visant a
sécuriser et a réguler 1’espace numérique et le projet de loi « résilience ». Hier, dans ma
circonscription, avec les équipes du CNRS (Centre national de la recherche scientifique), nous
avons inauguré I’outil Visio : d’ici a 2027, tous les agents publics devraient en disposer, de
sorte qu’ils n’utilisent plus d’autre outil pour communiquer au quotidien.

I1 faut soutenir I’innovation, en France comme en Europe, car c’est le premier moyen
de défendre notre souveraineté numérique.

Nous attendons de cette commission qu’elle soit constructive : plutdt que faire peur a
nos concitoyens, il faut qu’elle nous aide a nous mobiliser et a bien choisir nos priorités pour
remédier aux defaillances.

Mme Colette Capdevielle (SOC). Nous partageons et validons les conclusions du
rapporteur. La question de la souveraineté numérique est essentielle, dans tous les secteurs.

Mme Blandine Brocard (Dem). Au-dela des seuls critéres de recevabilité, je veux
souligner que la maitrise de son destin numérique constitue pour notre pays une impeérieuse
nécessité. Le numérique n’est plus un simple outil technique : il conditionne I’exercice de
I’autorité¢ publique, la continuité des services essentiels, la protection des données de nos
concitoyens ainsi que la capacité de I’Etat a faire face aux risques de dépendance et d’ingérence.

Notre dépendance a des acteurs dont le siege est hors de France, et souvent hors de
I’Union européenne, est désormais structurelle et diffuse ; surtout, elle est bien trop rarement
remise en cause. Pourtant, dans ce domaine aussi, les ingérences étrangeres sont de plus en plus
virulentes.

Le champ de I’enquéte est large : il inclut les vulnérabilités numériques de la France,
la souveraineté de nos infrastructures, la protection des données sensibles et notre résistance
aux ingérences exterieures. Puisque la commission disposera d’un temps limité, elle devra
adopter une méthode rigoureuse et un cadrage précis. De plus, le périmétre pourrait recouvrir
celui d’enquétes judiciaires en cours : il faudra veiller scrupuleusement a respecter la separation
des pouvoirs et notre cadre juridique.

La dépendance numérique n’est pas une fatalité. La France dispose de compétences et
de savoir-faire industriels ainsi que d’un tissu d’entreprises capables de proposer des solutions
numériques sécurisées et souveraines. Je pense notamment a Clesse, une entreprise franco-
frangaise de ma circonscription, qui développe depuis de nombreuses années des infrastructures
et des solutions numériques maitrisées de bout en bout, au service des entreprises, des
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collectivités et des administrations. Cet exemple I’illustre, des alternatives nationales existent.
Encore faut-il que la puissance publique adopte une vision stratégique claire, assume des choix
cohérents dans la durée et distingue I’apparente facilité a court terme de 1’intérét général et vital
a long terme.

Développer notre souveraineté numérique ne signifie pas nous replier sur nous-mémes.
C’est au contraire garantir notre liberté de décision, notre sécurité collective et la confiance des
citoyens dans 1’action publique. C’est aussi soutenir un écosysteme national qui contribue a
I’innovation, a I’emploi et a la résilience de notre pays.

Ainsi, sous réserve de respecter strictement le cadre juridique, une commission
d’enquéte peut constituer un outil précieux de lucidité et de responsabilité, a méme d’éclairer
les choix publics et de formuler des recommandations opérationnelles pour garantir notre
souveraineté numerique.

Mme Cyrielle Chatelain (EcoS). Merci, monsieur le rapporteur, de votre avis.

Nous I’avons vu hier lors de I’examen de la proposition de loi visant a interdire les
réseaux sociaux aux jeunes de moins de 15 ans : un débat de société est ouvert. Il met en lumiere
les difficultés que posent les algorithmes et un modele économique fondé sur la captation des
données, ainsi que les enjeux liés a la désinformation. Nous devons nous pencher sur notre
relation aux technologies.

En demandant cette commission d’enquéte, nous cherchons non a faire peur mais a
dresser un état des lieux de nos fragilités — dépendances structurelles, vulnérabilités
systémiques, notamment des administrations publiques ou parapubligues —, mais aussi a mettre
en valeur les initiatives déja prises pour assurer notre indépendance et notre souveraineté.

Vous avez raison, monsieur le rapporteur, le périmetre de la commission d’enquéte est
tres vaste ; il faudra en définir précisément les champs d’intérét pour qu’elle puisse rendre ses
conclusions dans les six mois impartis. Ce travail sera fait avec le ou la présidente qui sera
désigné et les membres du bureau. Deux axes sont selon moi essentiels. Le premier concerne
I’indépendance des outils qu’utilisent les administrations et les structures parapubliques.
Viennent ensuite les données, qu’il s’agisse des infrastructures de stockage ou du régime de
protection, européen en particulier.

Avec lucidité et responsabilité, la commission d’enquéte devra établir un état des lieux
aussi complet et objectif que possible de la politique en cours pour réduire nos dépendances
aux outils numériques détenus par des acteurs étrangers.

M. Paul Molac (LIOT). La proposition de résolution est recevable.

Sur le fond, la question de I’indépendance est cruciale. Hier, nous nous sommes
intéressés a la dépendance des jeunes aux réseaux sociaux et aux algorithmes. Ici, il est plut6t
question des administrations et de notre indépendance en général. Ce n’est pas simple : les
entreprises, qui travaillent en interconnexion, a la fois en Europe et aux Etats-Unis, en sont un
bon exemple.

Comment nous prémunir des tentatives d’ingérence, qui préoccupent tout le monde ?
L’homme a la casquette rouge d’outre-Atlantique et ses velléités, notamment, nourrissent les
inquiétudes. Il faudra concilier les besoins de protection et la nécessité d’ouverture, puisque
nous vivons dans un monde globalisé ; or il ne sera pas simple de trier le bon grain de ’ivraie.
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M. Philippe Latombe, rapporteur. Le constat de la recevabilité est partagé — je vous
en remercie.

Méme si nous devons nous prononcer sur la recevabilité de la proposition et non sur
son opportunité, je suis d’accord avec les observations qui ont été faites. Si vous le permettez,
madame Chatelain, je suggere que la commission d’enquéte s’intéresse au délai d’adoption du
projet de loi « résilience », plus précisément aux impacts de ce retard sur la protection des
données de nos concitoyens et la résistance aux attaques cyber que nous avons subies ces
derniers mois. En effet, le texte est en attente, et nous ne voyons pas venir son inscription a
I’ordre du jour : si la commission décide d’en étudier les conséquences et d’établir des constats
a ce sujet, j’en serai ravi.

La commission déclare recevable la proposition de résolution.

Enfin, la commission examine, en application de [’article 88 du Reéglement, des
amendements a la proposition de résolution tendant a la création d’'une commission d’enquéte
sur le traitement judiciaire des violences sexuelles incestueuses parentales commises contre les
enfants et la situation des parents protecteurs, notamment des méres protectrices (n° 2363)
(M. Christian Baptiste, rapporteur).

Avrticle Amendement Auteur Groupe Sort

unique 1 Mme CATHALA Gabrielle La France insoumise - Repoussé
Nouveau Front Populaire

. , La France insoumise - ,
unique 2 Mme TAURINYA Andrée Nouveau Front Populaire Repoussé

. . La France insoumise - ,
Titre 3 Mme CATHALA Gabrielle Nouveau Front Populaire Repoussé

La séance est levée a 16 heures 50.
— <
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Membres présents ou excuses

Présents. - Mme Marie-José Allemand, M. Pouria Amirshahi, Mme Léa Balage El
Mariky, M. Christian Baptiste, M. Romain Baubry, Mme Anne Bergantz, M. Florent Boudié,
Mme Blandine Brocard, Mme Colette Capdevielle, M. Philippe Latombe, M. Eric Martineau,
M. Paul Midy, M. Paul Molac

Excusés. - M. Xavier Albertini, Mme Emilie Bonnivard, M. Harold Huwart,
Mme Marietta Karamanli, Mme Emeline K/Bidi, M. Jiovanny William, Mme Caroline Yadan

Assistaient également a la réunion. - Mme Cyrielle Chatelain, M. Emeric Salmon



